RESOLUTION NO. 2019-03

A RESOLUTION OF THE MASON TRANSIT AUTHORITY BOARD
ADOPTING A REVISED INFORMATION TECHNOLOGY WIRELESS
POLICY (POL-701).

WHEREAS, pursuant to Resolution No. 2014-36, Mason Transit Authority adopted an
Informational Technology Wireless Policy establishing and defining the terms, conditions and
rules regarding use of MTA’s wireless network by employees and the public; and

WHEREAS, since the adoption of that resolution, minor edits and clarifications in the
policy will bring the policy current;

NOW THEREFORE, BE IT RESOLVED BY THE MASON TRANSIT PUBLIC
TRANSPORTATION AREA AUTHORITY BOARD that the revised Information Technology
Wireless Policy (POL-701), which is attached hereto and incorporated herein, be established and
adopted.

Adopted this 19th day of March, 2019.

Randy Neatherlin, Chair
John Campbell, Authority Member
Sharon Trask, Authority Member
Deborah Petersen, Authority Member
Sandy Tarzwell, Authority Member

Wes Martin, Vice-Chair
Kevin Dorcy, Authority Member
Kevin Shutty, Authority Member
Don Pogreba, Authority Member

APPROVED AS TO CONTENT: Danette Brannin, General Manager
POL-701 INFORMATION TECHNOLOGY WIRELESS NETWORK

This policy establishes and defines the terms, conditions, and rules regarding use of Mason Transit Authority’s (MTA) wireless network (WiFi) by employees and the public.

1. Types of WiFi Networks

The Information Technology (IT) Team will design a wireless network infrastructure suitable to meet MTA’s business needs. The WiFi infrastructure may include any of the three types of subnetworks: Closed to the public, open to the public, and special purpose.

2. Closed WiFi Networks

Closed to the public WiFi networks are intended for business uses and applications, and only accessible by MTA employees for business purposes. Only devices approved by the Systems Administrators are permitted on closed WiFi networks. While connected to a closed WiFi network, all MTA policies, including the Information Technology Acceptable Use policy, is in effect.

3. Special Purpose WiFi Networks

Special purpose WiFi networks are networks established for a special purpose, such as testing functionality or for special events. Special purpose WiFi networks are limited to activities directly related to their special purpose and restricted by all applicable policies, including the Information Technology Acceptable Use policy.

4. Public WiFi Networks

Public WiFi networks are open to the public for internet access using MTA’s IT equipment and internet access. Members of the public accessing MTA’s public WiFi may be required to consent to MTA’s terms and conditions of use. Public users connect to the public WiFi with their own devices and at their own risk. MTA reserves the right to restrict access to individuals for violations of the terms and conditions of use without notice. MTA reserves the right to disable or turn off public WiFi access at any time for any reason.

See Also: FRM-701 Wireless Network Service Agreement/Terms of Use